
Blue Kai
The largest data miner



A “Game”
Think of the person that you know best in the world. 

[Family member, friend, significant other]

See how much of the information you know about them. 

Keep tally on a sheet.



1. What is their full name?
2. What is the full name of their 

parents?
3. What is the full name of their 

siblings?
4. What is their address?
5. What is their postal code?
6. What is their home phone 

number?
7. What is their cell phone number?
8. What forms of social media do 

they use?
9. For each form of social media, 

what is their id?
10. What was their last google search?

11. What kind of phone do they have?
12. What kind of car does their family 

have?
13. What technology do they have at 

home? (tablets, e-readers, 
computers, tvs…)

14. What was the last game/app they 
played on their computer?

15. How old are they?
16. What is the highest form of 

education they have received?
17. How much money do they make a 

year?
18. What are the names of all the 

educational institutions they have 
attended?

How much do you know about your friend?



19. What kind of soap do they use?

20. What kind of shampoo do they 
use?

21. What bank do they use?

22. What is their bank balance?

23. What credit cards does their 
family have?

24. What is the last change on the 
credit card?

25. What was the last store they 
shopped at?

26. Which store do they spend the 
most in?

How much do you know about your friend?

27. What hobbies do they have?

28. Where did they last go on 
vacation?

29. How much did they spend on 
their last vacation?

30. Do they have a pet?

31. What kind of food does their 
pet eat?

32. What is their favourite food?

33. Where do they work?

34. What is the most common IP 
address they use?



• Owned by Oracle.

• They own information about 700 million people. 

• They store about 40,000 pieces of information about each 
person.

• Exabyte of information (1 billion GB, or 10^18 Bytes).
• All words ever spoken by humans is about 5 EB of info, roughly 

that size

• They buy this information from website and social media.

• They sell this information to stores and advertisers.



Where does the data 
come from?

How can they possibly know 40,000 things about me?



1. User

2. Server (website, social media)

3. Sells to Blue Kai

4. Blue Kai processes data

5. real-time bidding,
Marketing info



Source: The Internet
Social Media: Tracks your meta data and sells it on.

Websites: Track your cookies and sell it on.





True or False:
A tweet is 140 

characters.



Really false.
The text is, but 

that isn’t all that 
makes up a 

tweet.
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31 other 
pieces of 

data.



What’s this?



How does use ?



Remember 
housekeeping?



How does

use ?



What is the 
name of the 
person who 
searched for 
“Turkey”?





What does Blue Kai do with 
your information?

They sell it.

In 2011, data-mining was a $21 B industry.

Facebook isn’t free. You pay with your data.



How does

use real-time bidding for 

?



What’s this?







Cambridge 
Analytica
Leaked
Slide









Is this legal?
You did click “I agree”.





Oh oh. 
The Device ID.
IP address.
Phone number.
GPS.
Network 
information.



Huh. 
They own your 
pictures too.



“Your trust is 
important to us”



Apps and Pages 
Linked to 
Facebook



We use 
everything to 
profile you.



So what can you do 
about this?

Opt out.

Turn on all of your privacy settings.

Practice good digital citizenship.





Not breaking 
the law. So 
what’s the 
problem?



Simple. 
How can you opt 
out of something 
you don’t even 

know you are in?


